**Klauzula informacyjna - w związku z przetwarzaniem danych osobowych sygnalisty**

**Informacja dotycząca realizacji obowiązku informacyjnego wynikająca z art. 13 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych).**

* Administratorem Pani/Pana danych osobowych jest Komendant Nadwiślańskiego Oddziału Straży Granicznej, z siedzibą w Warszawie, przy ul. Komitetu Obrony Robotników 23, tel. 22 500 33 01, e-mail: nadwislanski@strazgraniczna.pl,
* Inspektorem ochrony danych jest Naczelnik Wydziału Ochrony Informacji, z siedzibą w Warszawie, przy ul. Komitetu Obrony Robotników 23, tel. 22 500 3062, e-mail: [woi.nwosg@strazgraniczna.pl](mailto:woi.nwosg@strazgraniczna.pl),
* Pani/a dane osobowe będą przetwarzane w celu przyjęcia zgłoszenia, jego obsługi oraz   
  przeprowadzania postępowania wyjaśniającego na podstawie art. 6 ust. 1 lit. c) RODO w związku z przepisami ustawy z dnia 14 czerwca 2024 r. *o ochronie sygnalistów;* art. 9 ust. 2 lit. g) RODO, jeżeli w zgłoszeniu sygnalisty zawarte są takie dane osobowe, art. 6 ust. 1 lit. a) RODO w przypadku udzielonej zgody na ujawnienie tożsamości.
* Administrator zapewnia poufność Pani/a danych, w związku z otrzymanym zgłoszeniem W przypadku podania danych umożliwiających identyfikację, Pani/Pana dane osobowe, nie podlegają ujawnieniu nieupoważnionym osobom (tzn. osobom spoza zespołu odpowiedzialnego za prowadzenie postępowania w zgłoszonej sprawie), chyba że za Pani/Pana wyraźną zgodą. Może również Pani/Pan dokonać zgłoszenia anonimowego.

Pani/a dane mogą być udostępnione jedynie podmiotom uprawnionym do tego   
na podstawie przepisów prawa. W związku z postępowaniami wyjaśniającymi prowadzonymi przez Straż Graniczną lub postępowaniami przygotowawczymi lub sądowymi prowadzonymi przez sądy, w tym w celu zagwarantowania osobie, której zgłoszenie dotyczy prawa do obrony, może dojść do ujawnienia Pani/Pana danych, gdy takie działanie jest koniecznym i proporcjonalnym obowiązkiem wynikającym z przepisów prawa.

* ma Pani/Pan prawo dostępu do swoich danych osobowych oraz do ich sprostowania. Ponadto – jeżeli wynika to z przepisów prawa – prawo do usunięcia swoich danych, żądania ograniczenia przetwarzania danych, prawo do wniesienia sprzeciwu wobec ich przetwarzania,
* Pani/Pana dane nie będą przetwarzane w sposób, który spowoduje zautomatyzowane podjęcie decyzji wobec Pani/Pana, jak również Pani/Pana dane nie będą poddawane profilowaniu,
* Pani/Pana dane mogą zostać udostępnione podmiotom uprawnionym na podstawie przepisów prawa,
* Pani/Pana dane nie będą przekazywane do państwa trzeciego, jak również do organizacji międzynarodowej,
* Podanie danych jest dobrowolne, jednakże niezbędne do przyjęcia i rozpatrzenia   
  zgłoszenia. Podanie danych nie stanowi warunku przyjęcia oraz rozpatrzenia zgłoszenia.
* Pani/Pana dane osobowe, przetwarzane w związku z przyjęciem zgłoszenia lub podjęciem działań następczych przechowywane będą przez okres 3 lat po zakończeniu roku kalendarzowego, w którym przekazano zgłoszenie do Straży Granicznej lub zakończono działania następcze, lub po zakończeniu postępowań zainicjowanych tymi działaniami. Po upływie okresu przechowywania dane osobowe oraz dokumenty związane ze zgłoszeniem będą niszczone. Dane osobowe, które nie mają znaczenia dla rozpatrywania zgłoszenia, nie będą zbierane, a w razie przypadkowego zebrania są niezwłocznie usuwane. Usunięcie tych danych osobowych następuje w terminie 14 dni od chwili ustalenia, że nie mają one znaczenia dla sprawy.
* ma Pani/Pan prawo wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych jeśli stwierdzi Pani/Pan, że przetwarzanie danych osobowych dotyczących Pani/Pana narusza przepisy RODO.

**W związku z przetwarzaniem Pani/Pana danych osobowych, na podstawie art. 15-21 R*ozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE*, realizując zapisy pkt 59 Preambuły, może Pan/Pani wystąpić do Komendanta NwOSG za pośrednictwem Inspektora ochrony danych z wnioskiem, który umożliwi Pani/Panu realizację wskazanych wyżej uprawnień. Wniosek może zostać przesłany także drogą elektroniczną.**

**Klauzula informacyjna - w związku z przetwarzaniem danych osobowych osoby,**  [**której dotyczy zgłoszenie od sygnalisty oraz osób trzecich**](http://sip2021.strazgraniczna.pl/#/template/319076316?keyword=sygnali%C5%9Bci&cm=SREST)

**Informacja dotycząca realizacji obowiązku informacyjnego wynikająca z art. art. 14 ust. 1 i ust. 2 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych).**

* Administratorem Pani/Pana danych osobowych jest Komendant Nadwiślańskiego Oddziału Straży Granicznej, z siedzibą w Warszawie, przy ul. Komitetu Obrony Robotników 23, tel. 22 500 33 01, e-mail: nadwislanski@strazgraniczna.pl,
* Inspektorem ochrony danych jest Naczelnik Wydziału Ochrony Informacji, z siedzibą w Warszawie, przy ul. Komitetu Obrony Robotników 23, tel. 22 500 3062, e-mail: [woi.nwosg@strazgraniczna.pl](mailto:woi.nwosg@strazgraniczna.pl),
* Pani/a dane osobowe w postaci będą przetwarzane w celu przyjęcia zgłoszenia, jego obsługi oraz przeprowadzania postępowania wyjaśniającego na podstawie art. 6 ust. 1 lit. c) RODO w związku z przepisami ustawy z dnia 14 czerwca 2024 r. *o ochronie sygnalistów,* art. 9 ust. 2 lit. g) RODO, jeżeli takie dane osobowe zawarte są w zgłoszeniu sygnalisty.
* Administrator będzie przetwarzać następujące dane osobowe, wskazane w zgłoszeniu   
  sygnalisty,
* Pani/Pana dane osobowe zostały podane przez sygnalistę,
* ma Pani/Pan prawo dostępu do swoich danych osobowych oraz do ich sprostowania. Ponadto – jeżeli wynika to z przepisów prawa – prawo do usunięcia swoich danych, żądania ograniczenia przetwarzania danych, prawo do wniesienia sprzeciwu wobec ich przetwarzania,
* Pani/Pana dane nie będą przetwarzane w sposób, który spowoduje zautomatyzowane podjęcie decyzji wobec Pani/Pana, jak również Pani/Pana dane nie będą poddawane profilowaniu,
* Pani/Pana dane mogą zostać udostępnione podmiotom uprawnionym na podstawie przepisów prawa,
* Pani/Pana dane nie będą przekazywane do państwa trzeciego, jak również do organizacji międzynarodowej,
* Pani/Pana dane osobowe, przetwarzane w związku z przyjęciem zgłoszenia lub podjęciem działań następczych przechowywane będą przez okres 3 lat po zakończeniu roku kalendarzowego, w którym przekazano zgłoszenie do Straży Granicznej lub zakończono działania następcze, lub po zakończeniu postępowań zainicjowanych tymi działaniami. Po upływie okresu przechowywania dane osobowe oraz dokumenty związane ze zgłoszeniem będą niszczone.
* ma Pan Posiada Pani/Pan prawo dostępu do treści swoich danych, z zastrzeżeniem, że przepisu art. 15 ust. 1 lit. g RODO w zakresie przekazania informacji o źródle pozyskania danych osobowych nie stosuje się, chyba że sygnalista nie spełnia warunków wskazanych w art. 6 albo wyraził wyraźną zgodę na takie przekazanie. Posiada Pani/Pan prawo sprostowania danych osobowych, usunięcia w przypadkach przewidzianych przepisami prawa oraz ograniczenia przetwarzania.
* i/Pan prawo wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych jeśli stwierdzi Pani/Pan, że przetwarzanie danych osobowych dotyczących Pani/Pana narusza przepisy RODO.

**W związku z przetwarzaniem Pani/Pana danych osobowych, na podstawie art. 15-21 R*ozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE*, realizując zapisy pkt 59 Preambuły, może Pan/Pani wystąpić do Komendanta NwOSG za pośrednictwem Inspektora ochrony danych z wnioskiem, który umożliwi Pani/Panu realizację wskazanych wyżej uprawnień. Wniosek może zostać przesłany także drogą elektroniczną.**